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Request an Account
To use the computing resources at the Advanced Computing Facility, you must first have an account. To
request an account, email clusterhelp@acf.ku.edu.

Install Secure Shell Software on your Computer

Connections to the ACF server are through the Secure Shell Protocol. Such connections involve a
terminal window for executing commands (similar to the DOS prompt window) and a file-transfer
window for uploading and downloading files from the server. This document uses the SSH Secure Shell
program but others are available by searching Google for SSH programs.

1. Download the SSH Secure Shell program from
http://jonathantemplin.com/SSHSecureShellClient-3.2.9.exe.

2. Double-click on the executable file to begin the installation.

3. Follow the prompts (the default options will work) through the end and click finish.

Connect to the ACF Server Using the SSH Terminal Client

NOTE: If you are off campus, you must first connect to KU Anywhere using a VPN client. To connect to
the ACS server using the SSH Terminal Client:

1. (In Windows) Start the SSH Terminal Client by going to Start...All Programs...SSH Secure
Shell...Secure Shell Client

. Oracle VM VirtualBox .
. PowerlSO
. PuTTY

) QuickTime

J R Jonathan
.. Rhapsody

. RStudio Documents
S Pictures

./ SharePoint

- Spe Music

. SmarThru 4

. S5H Secure Shell
| License Agreement
&1 Secure File Transfer Client
ﬁ Secure Shell Client
. Startup Devices and Printers
./ Symantec Endpoint Protection

Computer

Control Panel

. TechSmith Default Programs
|| TextPad

. Visual Murnerics Help and Support

4 Back

Search programs and files
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2. The SSH Client terminal window now appears:

- default - SSH Secure Shell (=@ % |

File Edit View Window Help

H ek a2y

BEE A S0 % e

“ &) Quick Connect (]

Profiles

S55H Secure Shell 3.2

Copyright {c) 2000-2003 55H Communications Security Corp - http: /S www.3sh.comS

Thizs copy of S5H Secure Shell is a non-commercial version.
Thizs wersion does not include PEI and PECS #11 functiocnality.

Mot connected - press Enter or Space to conne | 80:24 I_ @ I_ E

.9 (Build 283) in

3. Click on “Quick Connect”:

- default - 55H Sacure_

File Edit View Window Help

HESh 20 22 - A

” £l Quick Cnnnect| (1 Profiles

5sH se|Quick Connect| 2.9 (Build 283

Copyright (c) 2000-2003 33H Commu

Thiz copy of S5H Secure Shell is
This wveraion does not include PEI
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In the “Connect to Remote Host” box, under Host Name put either loginl.acf.ku.edu or
login2.acf.ku.edu. Under User Name put your account username. Leave Port Number as 22 and
do not select an Authentication Method. Click on the Connect button (you must be connected to
the internet to continue). Note: this information is only requested the first time you connect and
is saved in the ACF profile:

= oo Serire Shell i3 &8 Ren—rcommerci sl weral

Connect to Remote Host

!I-' Hast Mame: |I-:ugin1 -achkuedu Corirect

Idzer Mame: |itemplin

Cancel |

Port Mumber: |22

Avthentication Method: |<F'rl:|fi|e Settings: ﬂ

In the Add Profile box that appears, type the word “ACF” and click “Add to Profiles”. This will
allow you to skip step #4 for future connections to the server. Note: this box only appears for a
few seconds and then disappears. If you would like to add the profile after the box disappears,
click on Profiles...Add Profile and the box will reappear.

. Add Profile

|F'ru:ufi|e M ame Add to Profiles

If this is your first time connecting to the server you will be asked to identify the host machine.
When you see the Host Identification box, press the Yes button. You will not see this again.

Host Identification “ i

The hiozt has provided you its ||:Ient|f||:at||:|n a hu:ust public key.

The fingerprint of the host public key is:
"wefiv-vagiz-mazud-valut-cibil-cipuy-dygyy-rikon-imah-posoc- sy

Y'ou can zave the host key to the local database by clicking ves.
'ou can continue without zaving the host key by clicking Mo
Y'ou can alzo cancel the connection by clicking Cancel.

Do pou want ta zave the new host key ta the local database?

Mo Cancel Help




I & loginZ.acf.ku.edu - default - S5H Secure Shell - b “
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7. Once the SSH program connects to the server, you will be prompted to enter your password.

6

Note: your password is unique to your ACF account and is not necessarily the password for your

KU ID. This prompt will appear all subsequent times you connect to the server:

”
Enter Password ﬁ

PaSSWDrd' REXRXRURAN

8. Once connected successfully, you will see the following prompt in the SSH Client window:

File Edit View | Window Help

H SR 22 20 M

S8 % @n

“ &1 Quick Connect (] Profiles

Thiz computer, all network components, and information residing on this
local system and the network are the sole property of the Information
and Telecommunication Technology Center (ITIC), an affiliate of the
Center for Besearch, Inc. at the University of Kansas.

411 information re3iding on this aystem and asscciated sub-systems within
the network, or transmitted to and from this system, are proprietary
information, subject to state and federal open records laws.

Any unauthorized use of this syatem, the network, or the information
reziding herein ia strictly prochikited. ITTIC reserves the right to
monitor and track any and all use of this system, the network, and
information contained within the network at any time.

Hawe & nice day.

HOTICE:

Thisz login server i3 an entry point to the cluster and has limited
reaource3s. It cannot support computationally intenaive tasks. To
request an interactive session on a compute node, run "glogin'.

[itemplin@login? ~]% [

L
SSH2 - aes128-che - hmac-md5-ne[ 8024 | A | 4|

I 1 | E ! I Ll Ll I I Ll Ll
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9. If you have created a profile (under step #5), then the next time you would like to connect to the

server, click on Profiles...Tusker and you can omit step #4.

[ Profiles |

Edit Profiles...
Add Profile...

1
ACF Login 1

Open the Server Filesystem Using the SSH File Transfer Client
Once you have connected to the ACF server with the SSH Client, the next step is to connect with the SSH
File Transfer Client. The SSH File Transfer Client is a menu-based program that uploads and downloads

files to and from the ACF server.
1. Connect to the ACFServer using the SSH Client Terminal (the previous step).

2. Once connected to Tusker, click on the icon with a yellow folder underneath blue dots : ——
You can find this icon in the middle of the screenshot below.

&l logind.acf.ku.edu - default - 55H Secure Shell

File Edit View Window Help

H SR 2 2ed @ a0 % e

” £1 Quick Connect [ Profiles [New File Transfer Window|

This computer, all network components, and information residing on this




3. Once pressed, a new window appears:
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e 2ilogin2.acf.ku.edu - default - S5H Secure File Transfer = =
Fle Edit View Operation Window Help
CIEY ] S % 0 1@ % BRE Clew
&1 Quick Connect [ Profiles
Gy | 4 | e | || oAdd | By A | g | /nfs/users/jtemplin || Add
Local Name ; Size | Type Modified || Remote Name £ Size | Type Modified Attribute
#& OneDrive System F...  08/11/2014 07:40:0... ) sasuser.v4 Folder 08/18/2014 06:59:0...  drwacrwaer-
H&Hnmegrnup System F... | | core 0 Symbolic.. 05/20/2014 11:16:4...  Irw-rw-r
2 Jonathan Templin System F...  09/08/2014 0&:41:3... . README-ITTCtxt 605 Text Doc.. 01/17/201312:540..  -rw-r--r--
1M This PC System F...
- Libraries System F...
€l Network System F...
[ Control Panel System F...
& Recycle Bin System F...
[ Control Panel System F...
| eclipse-standard-luna-R-... File folder  08/02/2014 12:00:0...
M| ACF Statistical Computing... 507,984 Microsof.. 02/06/2014 08:35:1...
N | >
Transfer| Queue]
/| Source File Source Directory Destination Directory Size | Status Speed Time
Connected to login2.acf.ku.edu - /nfs/users/jtemplin S5H2 - aes128-cbe - hmac-md5 - ne|3 items (605 B) %
U IELTUUMMMILLA UL SULIHULUYY CEHLEE (i), @i aiiiilate Ul s T . T

The window on the left is your computer. The window on the right is the home directory of your account
on the ACF server. To move files from one to the other, first find the files by navigating through the
folders and directories. After that, drag and drop from one to the other. You will see the file appear in

the “transfer” box at the bottom of the screen.

Notes on the ACF Server
e Visit https://acf.ku.edu/wiki/index.php/Main Page for a list of Tusker FAQs.

e The server uses Linux so all commands entered must be Linux commands. For a tutorial on

Linux, visit http://www.ee.surrey.ac.uk/Teaching/Unix/.

e Afew commonly used Linux commands:
o To change your password from the initial version given to you by the ITTC type the
passwd command

= Note: you will not see any characters on the screen when you type your new
password

Is — lists all files and folders in the current directory

pwd — lists the address of the current directory
cd /folder1/folder2 — changes directory to folderl/folder2


https://acf.ku.edu/wiki/index.php/Main_Page
http://www.ee.surrey.ac.uk/Teaching/Unix/

